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Abstract 

Mobile ad hoc networks, or MANETs, are wireless communication systems that allow self-

organized and self-believing nodes to connect. These nodes are in charge of transmitting and 

receiving packets over the wireless medium. As a result, the number of nodes and communications 

that are involved is determined by the network region and coverage area. Each node in the 

constrained topology is capable of communicating with every other node. As a result, the node's 

assurance level is at its lowest. The suggested FEISA - self-courage based MANET discussion with 

fuzzy optimization and scary attacker removal focused on finding and removing scary nodes from 

the path using efficient calculations. The network improves the packet delivery by considering the 

network parameters, validating each node as defined by the network nodes, and using the built-in 

knowledge of FEISA  to minimize the delay in output. 
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Introduction 

The purpose for mobile nodes like as laptops, mobile phones, PDAs, and other devices has spread 

dramatically over the last decade, causing more worry in wireless networks. The most recent trend 

in wireless communications is toward a continuous network of both mobile and stationary users, 

available at any time and in any position. Several wireless communication standards have been 

developed to meet the needs of both corporate and individual clients. The wireless local area 

network is one of the most widely used types of wireless communications today. A collection of 

nodes connected to an immobility wired spinal column in such an environment. WLANs have a less 

range and are commonly used in areas like businesses, colleges, enterprises, malls, and so on..Even 

yet, there is always a need for communication across situations of operation when static wireless 

stations cannot be regulated owing to channel physical problems. For instance, Consider how troops 

in a battleground communicate with each other across a large region. Here, it is not only possible, 

but also dangerous, to instal an immobile wireless point since an attacker might bring the entire 

network down. This problem has prompted researchers to broaden their scope of study in mobile ad-

hoc networks, a wireless transmission network made up of mobile computing devices that 

communicate without the use of a permanent infrastructure.  Scary nodes, as depicted in Figure.1, 

vampires, selfish nodes, data packet modifiers, flooding attacks, and other damages are all designed 

to disrupt the network's soft execution. Furthermore, these communication flaws have been 

designed to disrupt device functionality, resulting in significant data loss, energy waste, and system 

failure. Despite advancements in interaction and processing approaches, there is still a significant 

requirement to emphasise effective observation and management with enough security validations 

to make defence assaults easier. 
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Figure 1: MANET Attack. 

 

Over time, comprehensive approaches such as encryption, decryption privacy protection, digital 

signatures, access check, authentication, and entrusted computations have been used to develop 

preventive measures for feasible data transmission between the source and destination in the mobile 

ad-hoc network. The recognition of the origin is prevented by a nameless permission rewarded with 

points via encryption. However, a realistic examination of the practicality and understanding of 

anonymous permission has been unsuccessful. The protocol proposed utilising a narrative secured 

routing in the MANET in this investigation, with the goal of establishing the conversation 

adaptively through a assurance evaluation at the node level using assurance estimate and a fuzzy 

optimal system. The conclusion variables examined in fuzzy inputs to know the established 

computation are connectivity duration, distance, and node faith. 

The remainder of this paper is organised as follows: We refer to the earlier secured estimations as a 

literature review in Section 2. We examine the imminence of the intended execution in section 

3.The information about the simulation done is explained in Section 4 and the output results are 

given as FEISA.MANET communication with self-assurance utilising fuzzy optimization and a 

technique to eliminate misbehaving attackers. Finally, in Segment 5, we provide concluding 

thoughts as well as future work. 

 

Literature Survey 

The MANET Working Group will also create a scoped routing technique that will allow data 

packets to be rapidly flooded to all MANET nodes. This mechanism's major goal is to provide a 

simpler best-effort multicast forwarding function.[4]. The goal of mobile ad hoc networking is to 

expand mobility into the world of autonomous, mobile, wireless domains, where a group of nodes, 

which can be both routers and hosts, constitute an ad hoc network routing architecture. In a wireless 

environment like MANET, many security vulnerabilities have been discovered and many 

countermeasures have been taken.[1].  All of these methods are meta heuristic in nature and give 

optimal routing. Because of the unrestricted mobility and frequent topology changes in Ad hoc and 

Sensor Networks, SI-based routing methods are more attractive. [11].Each node in a MANET may 

self-create, self-configure, and self-administrate without the need for any infrastructure. MANET is 

utilised in a variety of applications, including military, architectural, construction, industry, 

information technology, and campus networks. MANET equipment is cheaper than traditional 

networks.[2]. A Mobile Ad Hoc Network is a self-organized, multi-hop network with a constantly 

changing topology that causes wireless communications to break and re-establish on-the-fly. [7]. 

When two endpoints are not directly within their radio range, a MANET can either be endpoints of 

a data interchange or function as routers. When it comes to MANET routing, both the transmission 

power required and the length of the path must be taken into consideration.[9]. A MANET is a 

multi-hop wireless network built dynamically from a collection of mobile nodes without the need of 

a centralised coordinator. Because the radio transmission range is restricted, each mobile node only 
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has access to a limited amount of data, such as its own ID and the Mean Access Control (MAC) 

address of its one-hop neighbour. 3]. The FTSR classified misbehaving nodes and trustworthy nodes 

into fuzzy categories, such as extremely trustworthy, trustworthy, untrustworthy, and very 

untrustworthy, which are represented by the assurance values. [8]. The routing protocols intended 

primarily for the internet are not the same as those used in mobile Ad-Hoc networks (MANET). The 

traditional routing table was designed for hosts that are linked to a non-dynamic backbone via wire. 

[5]. Because there is no centralised control or permanent infrastructure, getting a global picture of 

the network will be challenging, and the algorithms will have to operate with a localised view. As a 

result, routing in a MANET is a difficult operation, and MANET routing algorithms must be robust, 

flexible, and self-healing. [12]. MANET topology, resource allocation, and node placement change 

regularly across the network. In this changing context, centralised administration is not sustainable. 

To deal with this issue, the CRL approach was utilised, which employs a set of reinforcement 

learning agents to solve optimization problems in a dynamic decentralised network. [10]. MANETs 

are self-configuring networks made up of mobile hosts with wireless communication devices. 

MANETs are made up of mobile nodes that are connected by multihop communications routes or 

radio connections and are easy to flow in any direction and self-organize. [6]. 

 

FEISA Implementation and Design 

In a certain HELLO interval, each node broadcast the HELLO message as a periodic order to 

discover the acquaintances in the one hop communication space. The neighbour timer is maintained 

by each node to refresh the neighbour list by eliminating expired nodes depending on their expiry 

time. We setup nodes to transmit data packets in dual mode during data transfer. The way discovery 

method, which transmits the route request and route reply note to build up the discussion route, is 

used to create multi hop node communication. Each node in the multi-hop data forwarding service 

chooses transmitting devices based on the certainty of each node in the network and calculates the 

path assurance rate. The nodes use the overhearing operation on the channel to calculate the data 

forwarding ratio by comparing the total of packets addressed to a given node with the volume of 

packets transmitted by that node during the monitoring procedure. The estimated data forwarding 

ratio is saved as the forwarder node's neighbour assurance value, which is accumulated in the 

neighbour assurance table. The monitoring nodes send the assurance message to their one hop 

neighbours as part of their periodic report. The neighbour assurance table information is included to 

the header of the assurance message packet. For each neighbour of neighbours in the broadcast 

range, the receivers store the neighbor's assurance table. 

 

Assurance Assessment on the Neighbor Set 

Due to harsh assaults launched by misbehaving nodes and negotiating nodes, packet transmission in 

wireless networks is very insecure. Figure 1 shows how a assured assessment structure may be used 

to eliminate misbehaving nodes 

 

 
Figure 2: Assurance Assessment Structure. 
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The transmission percentage is calculated using the neighbor assurance ANB , reporting assurance

AR , and comprehensive assurance AC of a node for effective delivery ratio between two nodes in the 

network. ANB is confirmed first based on node to node transactions, then AR  is justified by 

integrating third neighbour endorsements, and finally AC   is interpreted as indicated in Step.1. 

 

 
 

Before participating in the forwarding of a packet specified in Step:2, the  AC  (i,j)  is calculated by 

utilising the Rate of Speed sR  and the queuing restriction RQ   to compute the reliability of the 

neighbour LR , non-assurance ANO , and self-assured AS  of each node. 

 

 
 

The communication channel assurance is calculated utilising a fuzzy logic approach employing the 

judgement variables of assurance C, channel solidity SC , and distance istD  after the AC  valuation is 

granted at the neighbour level. Each input's ( SC , istD , SR ) and the feasible result of channel 

assurance are to be used to generate a suitable relationship function and law set. This research 

establishes the rules in this regard using an adaptive approach. 

For each node in the neighbour assurance table, the surrounding neighbor's assured report value is 

calculated using the cost of the acquaintance's secret information. The average neighbour assurance 

rate of the nodes is used to calculate the reporting assurance. It uses weighted calculation to 

calculate the assembled unified trust value for each node in the one hop coverage area, using the 

neighbour assurance value and reporting assurance value as input.  We calculated the node final 
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assurance value by combining the integrated protection and reporting assurance means. In both 

neighbor assurance, reporting assurance, approval, and integrated assurance values, the estimation 

of assurance value is altered using the base logarithm. By picking the input in the form of base-10 

logarithm, we compute the unit sum with a ratio of successful forwarding and attempted forwarding 

count using the base-2 logarithm. 

 It calculates the Gamma value as a unit sum of the ratio of successful transmission to requested 

forwarding count and the base-2 logarithm of that ratio. The percentage between successful 

forwarding and the sum of successful forwarding with a product of unsuccessful communication 

with the gamma value yields the neighbour assurance value. The hop count between the current 

nodes and the destination is calculated and compared during the packet forwarding process, along 

with the node queue occupancy. The frequency of unsuccessful transmissions is increased for one 

hop if the queue releasing time is longer than the packet expiration time. After upgrading the 

unsuccessful transmission, the gamma value is used to update the direct assurance value. It uses the 

greatest value normalisation procedure to normalise the data once the current assurance value is 

updated for all neighbours. 

It keeps the normalised assurance value for each neighbour as a calculated neighbour assurance 

value. The integrated assurance value is updated in the folShorting estimation by adding the 

combined assurance value, the sum of reporting assurance values with the ratio of neighbour 

assurance, and the cumulative neighbour assurance with the product of surrounding statement 

assurance. In addition, the exponentially weighted moving average assurance value is updated with 

the average surrounding statement assurance rate, and the integrated assurance value is updated. 

After the assurance value is calculated, the credence and misassurance values are compared to the 

minimum necessary assurance value. Questionable significance is evaluated from the credence and 

mis assurance values as input, and the accumulation values are formed. They calculate the final 

assurance value by multiplying the sum of credibility by the product of reporting and misassurance 

by the product of uncertain values. It computes legitimacy as the sum of a product of the present 

credence value with the previous legitimacy and product of the older legitimacy value while 

creating the accumulation rates. The misassurance is calculated as the product of the present 

misassurance value and the older misassurance value, as well as the product of the current 

misassurance value with the current uncertain value and the product of the current misassurance 

value with the older uncertain values. 

For whole iterations, it updates the doubtful value as the product of continuing and earlier doubtful 

values as an average. After determining the near assurance value scale of membership, the fuzzy-

based inference system plans the next step by using the general assurance as an input function. The 

membership function is solved using the operation, and the resulting assurance value is divided into 

four categories: extremely less, less, mean, extreme, and very extreme. The hop count, route 

efficiency, and assurance value are all inputs to the fuzzification process, which are handled in 

phases utilising syntax variables. The variables are converted to fuzzy syntax as less, mean, and 

extreme values. They use the degree of membership to produce the fuzzy output by matching these 

values with the relevant rule set. The Lesser and higher boundary points for dividing the values in 

Less-Mean and Mean-high are found and compared against the input values in the translation of 

fuzzy variables into fuzzy linguistics. 

 

Fuzzy Evaluation in MANET 

In this example, the processing is accepted by static law, and association points represent the 

stream's position. The syntax's inputs are the distance Dist, channel firmness FC , and node 

assurance N , all of which are approved by static law. The association points are appropriately 

avoided for the static fuzzy law to know the suitable operation during the procedure. 

 

Table 1 

Optimization Inputs  
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Distance Assurance Channelfirmness Final Conclusion 

Near Mean Severe Scary 

Near Mean Mean Cautious 

Near Mean Best Less Assurance worthy 

Near High Severe Cautious 

Near High Mean Less Assurance 

Near High Best Complete Assurance 

Near Less Severe Scary 

Near Less Mean Scary 

Near Less Best Cautious 

Mean Mean Mean Cautious 

Mean Mean Best Less Assurance 

Mean High Severe Cautious 

Mean High Mean Less Assurance 

Mean High Best Assurance 

Mean Less Severe Scary 

Mean Less Mean Scary 

Mean Less Best Cautious 

Mean Mean Severe Scary 

Extreme Mean Mean Cautious 

Extreme Mean Best Less Assurance 

Extreme High Severe Cautious 

Extreme High Mean Less Assurance 

Extreme High Best Assurance 

Extreme Less Severe Scary 

Extreme Less Mean Scary 

Extreme Less Best Cautious 

Extreme Mean Severe Scary 
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Figure 3 

 

The fuzzy runs from the start to ten iterations to obtain the suitable outcomes during the procedure. 

We can choose an appropriate forwarder on a path to reach the goal from among the executions. 

The syntax for inputs (poor, average and fine), (nearly, standard, and remote), (less, mean and 

extreme) and the outcome variable connection assurance (scary, cautious, least assurance, and 

absolute assurance) is represented by the fuzzy law set and a connected relationship function with 

each set. To recognise the syntaxes for an input, the assortment of each view is panelled into 

portions. Most of the time, a few relationship syntaxes are enough to cover the whole range of input. 

The trapezoidal connection is used to show the inputs' worst and advanced values, while the 

triangular relationship is used to show the inputs' medium values.  

 

Combined Evaluation of Fuzzy Membership Function Points and Ruleset 

In this experiment, we use scary to retrieve good values for the design variables by encoding both 

the participation function and rule set sites as the position of the raindrop. It has been discovered 

that for the input value of D, of channel quality, and for the league the regulations, we reach optimal 

limits. The applicable function of law has a range of values from 0 to 1. The suitable value derived 

from the optimum computation among the many laws. 

Each active site is specified for the inputs, and therefore the syntax values indicated a total of nine 

associations said as A1 to A9 are required to specify as inputs. Among these ranges, the first and 

last points, A1 and A9, are fixed to indicate the smallest and greatest value of an input. The left 

overvalues are generated at arbitrary inside the relevant areas, so that A 2 has [A 1, A 9], input has 

[A 2, A 9], A has [A 2, A 3], A 5 has [A 4, A 9], A 6 has [A 5, A 9], A 7 has [A 5, A 6], and A 8 

has [A 7, A 9] as boundaries. The values that represent the laws and relationships that make up a 

torrent are utilised to find the best law and relationship. The illustration technique represents a 

connection and set of laws using different integer values. 
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The inputs with a digit are represented by each precursor component. The letter 'D' stands for 'close' 

for distance, 'bad' for channel firmness, and 'less' for node assurance. Similarly, digit value ‘b' 

represents for ‘mean' for distance and channel solidity, ‘fine' for channel establishment, and 

‘extreme' and 'miserable' for node assurance, whereas digit value ‘c' stands for ‘remote' for 

distance.  

The following output channel firmness assurance is divided into many panels: scary (S), cautious 

(C), least assurance (LA), assured (A) and self-assured (SA). We also use a numerical value to 

represent the result channel assurance. The value ‘a' represented ‘Scary,' ‘b' represented ‘Cautious,' 

‘c' represented ‘Less assurance,' ‘d' represented ‘Assurance,' and ‘e' represented ‘Self-assurance'. 

Each link is indicated by connection points, and therefore the syntactic values of total points, written 

as A1, A 2,... A 15, are provided. Point R2 is picked among A1 and A9 for the above-mentioned 

input and output to reduce deviation in fuzzy formulation. 

 

The Function Statement 

After establishing a picture for laws and contact points, the next important concept is the declaration 

of aim. The value for the problem that convenes the border conditions of the parameters is 

computed for each entity torrent in the inhabitants. It estimates the torrent's health rate using the 

results of the aim function computation, with the goal of selecting a link with the highest degree of 

assurance for data packet routing in order to improve the network's dependability and safety. 

Distance, channel support, and node assurance are the three dependent variables that make up the 

desired function. A sender may have many paths to the receiver for transferring data. When a source 

node wishes to send data to the target, however, it only chooses one optimum link based on a set of 

constraints. According to the input values distance, route stability, and node assurance, a source 

finds a path to a destination with the fewest hops, the highest node assurance, and a stable link. 

By verifying the Less, Mean, and high combinations for the input syntax, By establishing the x-

center and y-focus, the output curve value is defuzzified into the certainty value. The detection of 

unkind is accomplished by comparing the current rule to the full set of rules, and the detected are 

disconnected from the system as problematic nodes. 

It generates the number of participants from the complete set of total assurance table entries in the 

optimal computation. In the input torrent, the three input variables  (hop count, courage and channel 

capacity) are supplied as three aspects for initialization. The cost function is applied to the input 

torrent variant that provides the yield during the fuzzification process. 

The total number of networks is used as the performance parameters, and it computes routes using 

the discrepancy of the number of populations that is larger than one. The criteria ensure that the 

present solutions achieve the best possible computation convergence. If it is not at the point of 

intersection, the number of packets is calculated by subtracting the population from the number of 

connections and paths.  

The quantity of downloads is calculated for each current solution by multiplying the price ratio by 

the number of transactions. An input stream and its absolute difference are computed for each 
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community, and a random set of solutions is created that solves the present criterion to reach the 

contacts via a path. The path value is updated based on the current link, and the connectivity 

distance to the goal is updated based on the connection and path. The scary begins by randomly 

setting the beginning position for streams (law and association). Then, using the objective function, 

select the best channel as a path; allocate the next closest values to the sea as sub-paths, and the rest 

as streams. Three procedures, namely usage, searching, and streaming, are successively done to 

identify the ideal rule set and membership functions after assessment and allocation of streams to 

join path and subpath. 

New streams are produced with each run in the usage phase, according to the 

( )oldStSoldStnewSt PPArandPP ___ −+=
 

( )oldStoldRoldStnewSt PPArandPP ____ −+=
 

( )oldRnewSoldRnewR PPArandPP ____ −+=  

Where, S = position of node at ith iteration, newSP _ =position of Sea at I(i+1)th iteration,              oldRP _

=position of node path at ith iteration, newRP _ = position of path at (i+1)th iteration,             oldStP _ = 

position of Stream at ith iteration, newStP _ = position of stream at (i+1)th iteration, rand – uniform 

random number [0,1] and AF =Assurance factor (value=2). Examine the result variables provided 

by the sea and stream, river and stream, and sea and river after each iteration. Swap the places of a 

stream and the sea if the rule and membership points produced by stream are better than the sea's. 

For the position of a river and a stream, the sea and a river, a similar swap operation is carried out. 

 

Evaporation / Exploration Phase 

To avoid early convergence to local optima, the evaporation phase is utilized by 

1.0max__ − randorCPPif
jnewRnewS

 

Where, newSP _ =Position of Sea at (i+1)th iteration, 
jnewRP _
 = Position of jth River at (i+1)th iteration, 

maxC - convergence Parameter and rand – uniform random number [0,1]. When the positions 

discovered during the evaluation stage cannot be improved for a set frequency, a random 

evaporation process operator is used to produce new streams entering the river. The search space of 

the SCARY algorithm is explored using the evaporation operator. 

 

Streamlining Procedure 

Following the evaporation phase, the rainy phase is used to create fresh streams in various areas. 

The new position of the streams joining the sea is determined using equation in this procedure.  

max__ CPPif
jnewStnewS −  

Where, newSP _ =Position of Sea at (i+1)th iteration, 
jnewStP _
 = Position of jth stream at (i+1)th 

iteration, maxC - Convergence Parameter and rand – uniform random number [0,1]. The 

convergence parameter is iteratively adjusted using equation to assist the raining process in 

determining the new location of streams. 

I

C
CC

i

ii

)max(

)max()1max( −=+  

Where )max( iC - Convergence parameter value in ith iteration, )1max( +iC - Convergence parameter value 

in (i+1)th iteration and I -Maximum number of iterations. 

We compute a new distance to reach the path for each link, and we update the new distance to arrive 

to the sea as a random input function for each river. We In each cycle, we update the maximum 

achievable distance for each correlation. The statistical parameters such as mean, variance, and 

standard deviation are calculated from the set of attachments and passages in order to update with 
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the advance random state. The outcome is chosen for the subsequent iterations if the random 

populace has a small distance to go to the target with the optimal mobility. 

Otherwise, the newly created result is disregarded, and the old solution is used to form the irregular 

result. It also includes the routes to update at the conclusion of the convergence point. It validates 

the nearby solution value against the Scary behaviours by comparing it to the node's assurance 

behaviour. 

 

Performance Analysis 

The findings of the Network Simulation- 2 NS2 simulation were validated through this debate. 

Using the FEISA method, the test was conducted to remove the harsh assaults. A dynamic network 

of 100 nodes in a 500 x 500 square metre region with a coverage range of 250 metres for each node 

was created to evaluate the performance of the FEISA. The fuzzy membership ranges are 

established and updated simultaneously during the design process. The laws derived from the inputs 

in order to construct a valid path from a source to a destination. Data packets having a fixed bit rate 

and a size of 256 kilobytes. The protocol's performance was tested by changing packet timings and 

network coverage ranges. 

 

Table 2: Network Parameters 

Parameter Value 

Nodes 100 

Topographical area 500 m x 500m 

Range of Signal Transmission 250 m 

Data type  Constant bit rate (CBR) 

Data Transfer Rate 1 Mbps 

Bandwidth of the Channel 2 Mbps 

Propagation path loss model Two-ray ground 

Time for simulation 200 seconds  

Packet Size  256 bytes  

 

Results and Discussions 

 

 
Figure 4 

 

As indicated in the graph, FEISA had the shortest network latency compared to ORTMR and 

MEER. The output is delayed as little as possible due to channel and queue monitoring at each 

node. The FEISA detects harsh node behaviour based on an optimised analysis, which decreased the 

presence of important nodes on the path and lowered the result latency 
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Figure 5 

 

The network achieves the lowest packet loss in the planned FEISA because of the harsh node 

removal from a path. Every node understands the validity of its neighbours based on constant 

network monitoring and report updates. As a result, the node selects the proper node on the path to 

ensure that the packet is handled correctly and without dropping. 

 

 
Figure 6 

 

The FEISA informed the highest throughput than the prior comparisons. Throughput was defined as 

the number of data bits per second received at the destination. The network concentrated its efforts 

on the path's harsh node removal and the finest node transmissions. The throughput result was 

improved by using fuzzy streaming to choose packet transmission nodes. 

 

 
Figure 7 

 

Conclusions 

The network was completed by implementing a system that chose the optimal path while ensuring 

that no node performance was harmed. Because of the nature of the wireless, security risks in 
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MANET might rise. The FEISA phases inspect each node's efficiency before linking the path from a 

source to a destination. The neighbour set nodes and the area around nodes scan and update the 

node characterisation here. The node attributes supplied to the fuzzy evaluation with packet 

streaming verification process, depending on the inputs given to the interpretation, the node position 

can be finished and the scary nodes from the route may be eliminated to achieve normal 

transmissions. 

 

REFERENCES 

1. Mr. L Raja, Capt. Dr. S SanthoshBaboo, “An Overview of MANET: Applications, Attacks 

and Challenges”, International Journal of Computer Science and Mobile Computing, Vol.3 

Issue.1, January- 2014. 

2. K.Rajkumar S. prasanna, “Complete Analysis of Various Attacks in MANET”, International 

Journal of Pure and Applied Mathematics Volume 119 No. 15 2018. 

3. GagandeepKaur, Dr.NavdeepKaur, “Review of Attacks on MANETS”, International Journal 

of Innovative Research in Computer and Communication Engineering Vol. 2, Issue 6, June 

2014. 

4. Miss Ashwini S. Barote ,Dr. P. M. Jawandhiya, “An approach for defending against 

collaborative attacks by Cruel nodes in MANETs”, International Journal of Engineering 

Development and Research,Volume 4, Issue 3, 2016. 

5. Kirti Gupta, Dr.Pardeep Kumar Mittal, “An Overview of Security in MANET”, International 

Journals of Advanced Research in Computer Science and Software Engineering Volume-7, 

Issue-6, June 2017. 

6. Mamatha. T, “Network Security for MANETS”,International Journal of Soft Computing and 

Engineering (IJSCE), Volume-2, Issue-2, May 2012. 

7. V.V.S.PrasanthiDr.S.PallamSetty, “Enhancing the Performance of AODV in MANETs 

using Fuzzy logic”,International Journal of Computer Science and Information 

Technologies, Vol. 6 (5) , 2015. 

8. JenishR.Gandhi, Rutvij H. Jhaveri, “Packet Forwarding Misbehaviour Isolation using Fuzzy 

Confidence-based Secure Routing in MANET”,International Journal of Computer 

Applications Volume 122 – No.3, July 2015. 

9. Preetisingh, Vivekkukreja, PreetiArora, Prince Hooda, “A Fuzzy Based Routing Strategy for 

Mobile Adhoc Networks (MANET)”,International Journal of Innovative Research in 

Electrical, Electronics, Instrumentation and Control Engineering, Vol. 3, Issue 7, July 2015. 

10. Priyanka D. Lanjewar V. M. Thakare, Ph.D, “Performance and Optimization of MANET 

Routing Protocols”,International Journal of Computer Applications, National Conference on 

Recent Trends in Computer Science & Engineering, 2015. 

11. KamaldeepKaur, Lokesh Pawar, “Review of Various Optimization techniques in MANET 

Routing Protocols”,International Journal of Science, Engineering and Technology Research 

(IJSETR), Volume 4, Issue 8, August-2015. 

12. Mani Bushan D’Souza, Manjaiha D.H. &Jeevan Pinto, “Route Optimization in MANET 

Using ACO”,International Journal of Latest Trends in Engineering and Technology Special 

Issue SACAIM 2017. 

 

 

S. Menaka has received her Bachelor of Science in Mathematics from 

Bharathiar University in 1998, Master of Computer Applications from 

Bharathidasan University in 2001 and M.Phil from Bharathidasan University 

in 2004. She is currently working as Assistant Professor in Nehru Institute of 

Information Technology and Management. Her main Research area focuses on 

Channelization and Routing in Mobile Computing. She has 14 years of 

teaching experience. 



Annals of R.S.C.B., ISSN:1583-6258, Vol. 25, Issue 7, 2021, Pages. 01- 13 

Received 05 May 2021; Accepted 01 June 2021. 

 

13 
http://annalsofrscb.ro   

 

 

 

 

Dr. T. Latha Maheswari is currently working as an Associate Professor in the 

department of Computer Science and Engineering at Sri Krishna College of 

Engineering and Technology, Coimbatore. She Completed her Ph.DComputer 

Science from Anna University in 2018, M.E Computer Science and Engineering 

from Anna University in 2006, M.Phil Computer Science from Mother Teresa 

University in 2002, M.C.A Computer Application from Bharathiar University in 

1998 and B.Sc Computer Science from Bharathiar University in 1995. She have 

more than 20 years of teaching experience and research specialization in 

Software Metrics, Data Mining, Data Warehousing, Object Oriented Systems with over 20 

technical publications. 

 

Dr. S. Duraisamy has received his Bachelor of Science in Computer Science from 

Bharathiar University in 1994, Master of Computer Applications from Bharathiar University in 

1997, M.Phil from MS University in 2002 and Ph.D (Computer Science) from Alagappa University 

in 2008. He is currently working as Assistant Professor in Chikkanna Government Arts College. 

His research interests cover the Object Oriented     Systems, Sensor networks, Neural Networks and 

Web Queering with over77 technical publications. 


